LM 11. Wireless and Cloud Security
Overview
The module gives an overview of mobile and cloud security.  The learning material is mainly based on the following 2 survey papers which are provided in the D2L course website as a PDF files. 
· Survey paper 1 - Y. Zou, J. Zhu, X. Wang and L. Hanzo, "A Survey on Wireless Security: Technical Challenges, Recent Advances, and Future Trends," in Proceedings of the IEEE, vol. 104, no. 9, pp. 1727-1765, Sept. 2016, doi: 10.1109/JPROC.2016.2558521.
· Survey paper 2 - Tabrizchi, Hamed, and Marjan Kuchaki Rafsanjani. “A Survey on Security Challenges in Cloud Computing: Issues, Threats, and Solutions.” The Journal of Supercomputing 76, no. 12 (December 2020): 9493–9532. https://doi.org/10.1007/s11227-020-03213-1.
To Do List 
1. Study the learning material of this module - wireless and cloud security. Use the learning material document and PowerPoint slides as a guide. 
2. Complete quiz 4 - multiple choice/true false questions from LM 10 and LM11. Must be completed by xx. 
Learning Outcomes 
After this module, student will be able to: 
· Describe the different types of wireless networks and their security requirements 
· Discuss the security vulnerabilities in wireless networks
· Describe the open challenges in wireless security
· Discuss basic concepts in cloud computing
· Explain the cloud computing configuration model
· Describe the cloud security issues and challenges

