LM 7. Malware
Overview
The module gives an overview of different types of malware, actors involved in malware attacks and how to protect against malware attacks. 
Protect against malware is a part of Protect phase in the NITS security framework . 
To Do List 
1. Study the learning material of this module - security frameworks. Use the learning material document and PowerPoint slides as a guide. 
2. Discussion 3 - discuss the ransomware attack to the City of Atlanta on 2018. The discussion forum will be locked by xx. The initial post has to be made on xx to qualify for full credit. 
Learning Outcomes 
After this module, student will be able to: 
· Describe major types of malware
· Explain the characters of computer virus and ransomware
· Describe how social engineering work
· Explain the role of firewall in protecting the computer system
· Describe different type of inside threats and hacker
· Discuss the best practices against malware attacks & inside threats
· 
