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If applicable to your project:
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1. Project Narrative
Describe the course of your revision or ancillary creation project, including
· A summary of your project’s purpose, plan, and timeline.
· The original works which were revised or added to, with links. For example, if you revised an open textbook, give the title, author, and link. 
· A narrative description of how the project’s plan was carried out.
· Lessons learned, including anything you would do differently next time.

The Department of Information Technology at Kennesaw State University (KSU) has made department-wide efforts to adopt open educational resources (OER) in both undergraduate and graduate courses and housing both Z-Degrees since 2020. Many thanks to strong support from Affordable Learning Georgia (ALG), most of the courses from MSIT program now have replaced their textbooks with no-cost-to-student OER learning materials. Information technology is an ever-changing field; it is very important to keep our courses updated. The degree program periodically undergoes curriculum revision every three years. In this ALG-funded project, we made improvements to the following three courses in our MSIT program.
· IT 7113 Data Visualization
· IT 7503 Foundations of HIT 
· IT 7343 Ethical Hacking: Networking Security and Penetration Testing
We also developed full packages for the following new courses.
· IT 6923 Blockchain Tech in Payments
· IT 6933 Machine Learning Tech in FinTech

The overall goals of our project are listed as follows.   
· Develop new OER materials for courses to be part of MSIT Z Degree  
· Ensure all developed OER materials are free from any accessibility issues;  
· Develop new OER materials based on course learning outcomes;  
· Develop new ancillary material such as assignments, lab material, and test banks;  
· Use a department provided layout template to make sure OER material in each course has a similar look and feel; 
· Ensure all course materials including lectures, slides, and resources comply with the specific accessibility standards defined by ALG;  
· Create a course package that can be imported into D2L Brightspace, the course management system used by the University System of Georgia 

The original works that were revised or added to, with links are:
· IT 6923 Blockchain Tech in Payments (new course)
· IT 6933 Machine Learning Tech in FinTech (new course)
· IT 7113 Data Visualization
· IT 7503 Foundations of HIT 
· IT 7343 Ethical Hacking: Network Security and Penetration Testing
The following shows how each course carried out its development or improvement plan. 
1. IT6923 Blockchain Technology in Payments
· 4/1/2022. Completed accessibility training. Complete module 1 – 6.
· 8/15/2022. a). Completed the development of accessibility compliant OER material b). Complete modules 7 – 9. c). Complete complying all OER materials and accessibility to ALG standards.
· 12/30/2022. a). Complete the development of accessibility compliant OER ancillary material such as quizzes, test banks, and assignment; b). Conduct student review of the OER material; c) Improve the course materials based on the received feedback. 
· 5/15/2023. a). Complete course offerings with updated OER material. b). Collect students’ feedback on the course; c). Publish the updated OER material in a public website and create a course package that can be imported into D2L.

2. IT6933 Machine Learning Technology in FinTech
· 4/1/2023 
· Design and develop 6 modules.
· 5/15/2023 
· Complete course offerings with updated OER material. 
· Complete the course survey on updated OER material
· Publish the updated OER material in a public website and create a course package that can be imported into D2L.
· Compile and submit the final project report. 
· 8/15/2023 
· Complete the development of accessibility compliant OER material
· Complete the project progress report.  
· 12/15/2023 
· Complete the development of accessibility compliant OER ancillary material such as quizzes, assignment
· Complete student review of the OER material
· Develop an online survey instrument for collecting students’ feedback after courses are taught using updated OER material
· Complete the project progress report.  

3. IT7113 Data Visualization
· 12/31/2022 a) Develop an online survey instrument for collecting students’ feedback after courses are taught using updated OER material
· 4/30/2023 a) Complete the development of accessibility compliant OER learning materials
· 5/15/2023 a). Complete course offerings with updated OER material. b). Complete the course survey on updated OER material
· 6/30/2023 a). Publish the updated OER material in a public website and create a course package that can be imported into D2L. b). Compile and submit the final project report. 

4. IT 7503 Foundation of HIT
· 1/1/2023. Complete accessibility training and review of existing OER material. 
· 3/15/2023. a) Complete the development of accessibility compliant OER material; b) Complete the project progress report.  
· 7/15/2023. a). Complete the development of accessibility compliant OER ancillary material such as quizzes, discussion, assignment and/or labs; b) Complete student review of the OER material; c). Develop an online survey instrument for collecting students’ feedback after courses are taught using updated OER material; d) Complete the project progress report.  
· 12/15/2023. a). Complete course offerings with updated OER material. b). Complete the course survey on updated OER material; c). Publish the updated OER material in a public website and create a course package that can be imported into D2L. d). Compile and submit the final project report. 

5. IT7343 Ethical Hacking: Networking Security and Penetration Testing
· 12/31/2022. Complete accessibility training and review of existing OER material.
· 1/1/2023. a) Complete the development of accessibility-compliant OER material; b) Complete the project progress report. 
· 7/31/2023. a). Complete the development of accessibility-compliant OER ancillary material such as quizzes, test banks, assignments, and labs; b) Complete student review of the OER material; c). Develop an online survey instrument for collecting students’ feedback after courses are taught using updated OER material; d) Complete the project progress report. 
· 12/15/2023. a). Complete course offerings with updated OER material. b). Complete the course survey on updated OER material; c). Publish the updated OER material on a public website and create a course package that can be imported into D2L. d). Compile and submit the final project report.

Lessons Learned:  through this project, we understood more deeply the significance of aligning course content with the prevailing trends in the IT industry, ensuring that the course material stays relevant and applicable to real-world IT scenarios, and facilitating effective bridging of theory and practice for students. 
Additionally, the integration of concepts from IT, finance, data science, and other disciplines has proven beneficial. We will endeavor to incorporate more interdisciplinary knowledge into our curriculum development in the future. 

2. Materials Description
Describe all the materials you have created or revised as part of this project. These descriptions may be used in the OpenALG repository description field. Include the open license your materials will be shared under—for most materials, this will be an Attribution 4.0 License (CC BY) as required in the Grants Request for Proposals.
IT 6923 Blockchain Tech in Payments (new course)
Created course syllabus. Created the content for Module 1-9 including the module overview and associated open-source resource links for the related topics. Module 1: Global financial system and its pain points. Module 2: Cryptocurrencies and distributed ledgers. Module 3: Bitcoin. Module 4: Ethereum. Module 5: Central Bank Digital currencies. Module 6: Stablecoins. Module 7: Wallet architecture and applications. Module 8: Wallet Key management. Module 9: Key isolation and transaction approval.
IT 6933 Machine Learning Tech in FinTech (new course)
Machine Learning for FinTech course is to develop a comprehensive machine learning course tailored to the fintech industry, with a specific focus on utilizing WEKA as a key tool for FinTech practical applications. This course provides students with valuable insights into the intersection of machine learning and financial technology, fostering a deep understanding of Machine Learning models (using WEKA's tool) in solving real-world challenges within the Fintech domain. Through hands-on experiences and practical examples, students will gain the skills and knowledge necessary to leverage machine learning effectively in the dynamic landscape of financial technology. 
IT 7113 Data Visualization
IT 7113 materials had been revised in all 11 modules, including study guides, lecture notes; in addition, cases/exercises were added for each module. A new module (module 7) was added. Example source codes were all updated. All six labs had been revised as well. All updates and materials are hosted at a dedicated website https://idi.kennesaw.edu/it7113/; lecture notes are also hosted at https://www.edocr.com/user/jgzheng/collection/datavisualizationlecturenotes

IT 7503 Foundations of HIT
The course IT 7503 provides an overview of information technology and information systems in healthcare industry. It introduces the HIT initiatives, legislation, policies, and regulations as well as HIT in different healthcare settings. The course discusses electronic health records systems, healthcare data standards and health data analytics, healthcare payment and reimbursement systems, health information security and privacy, the HIT applications, and emerging trends and research in HIT.
The primary goal for this project is to transform the two courses into content-rich classes that not only capture quickly advancing information technology in healthcare but also provide up-to-date information and research findings for the HIT field. The developed course packages will meet the needs of teaching and learning of HIT for both on-campus and online courses. The learning materials will be sustainable and, equally importantly, will come at no cost to students.
We have updated the following content.
· Update the materials and modules for accessibility.
· Revise module 3 to increase hands-on instruction on installing Hadoop systems on different operating systems. 
· Revise module 4 to add learning material Health Information Systems
· Revise module 7 to add learning material on Terms, Clinical and Financial Records. 
· Revise module 8 to add introductory learning material on HIT Reliability.
· Revise module 10 to add introductory learning material on Telemedicine. 
· Change the learning materials on module 12 that focus on healthcare security, HIPAA, and cryptography.  The rationale behind these changes is that all learning modules altogether provide complete security topics for the healthcare systems.  
IT 7343 Ethical Hacking: Network Security and Penetration Testing
IT 7343 course covers the major issues surrounding the use of penetration testing to secure network security and important skills of a professional hacker and common security challenges that an information security officer will face in his/her work. Topics include the ethics of ethical hacking, laws, and regulations, vulnerability discovery and risk analysis, internal and external attacks, how malicious hackers attack and exploit system vulnerabilities, penetration testing methods and tools, the latest security countermeasures, and various types of penetration testing and programming skills required to complete successful penetration tests and to secure real systems against real attacks.
In this ALG project, we updated modules 4 (footprinting and social engineering), 9 (programming for ethical hacking), and 12 (security devices). All these tasks will be performed to improve accessibility, enhance the learning experience, and update the course to include the latest OERs to further benefit our students.
3. Materials Links
If you are hosting your materials in places other than OpenALG, please provide these links in this section. Otherwise, leave blank. Note: we cannot access D2L or Canvas links.
· IT 6923 Blockchain Tech in Payments 
· IT 6933 Machine Learning Tech in FinTech
· IT 7113 Data Visualization
· IT 7503 Foundations of HIT 
· IT 7343 Ethical Hacking: Network Security and Penetration Testing

4. Future Plans
· Describe any planned or actual papers, presentations, publications, or other professional activities that you expect to produce that reflect your work on this project.
· Describe any plans to revise or add to these materials in the future. 
Yes, our team members have plans to incorporate their work of this project in their scholarly publications or presentations in suitable venues, such as SIGITE Annual Conferences. 
We plan to continuously assess students’ learning outcomes based on the developed learning materials and improve these course materials according to the assessment results. 
